
 

 Conditions of Use   

UNSW Wireless Network 

Guest Access 
 

Welcome to UniWide   

You are welcome to use your wireless network account while you are a guest of the University. 

Summary of Conditions of Use 

By accessing and using the IT resources provided by UNSW, you are agreeing to abide by the “Acceptable 
Use of UNSW ICT Resources” policy (www.it.unsw.edu.au/policies/policies_home.html) which is 
summarised below: 

Respect for Intellectual Property and Copyright:  You agree to respect the copyright and intellectual 
property rights of others.   

Legal and Ethical Use of ICT Resources:  Use of the University’s IT resources is subject to the full range 
of State and Federal legislation, as well as current UNSW policies.  You agree to ensure that your use of 
University ICT resources is legal and ethical at all times. 

Security and Privacy:  You agree to protect UNSW ICT systems, information and accounts by:  using your 
access only as authorised; keeping your account details confidential; keeping virus protection and operating 
system/security patches up to date; using only authorised and licensed software programs and; promptly 
reporting any breach in system or network security to UNSW IT staff. 

UNSW employs various measures to protect the security and privacy of its ICT resources and user accounts, 
as described in the Policy document.  The University reserves the right to inspect material on its ICT 
resources when investigating a breach or when required by formal legal disclosure requests, but does not 
routinely inspect files. 

 Some examples of inappropriate use include (but are not limited to):  

• Making/using illegal copies of a licensed computer programme; 
• Downloading, copying, storing or transmitting copyrighted material such as music, graphic, 

video or movie files without the express permission of the copyright holder or as permitted by 
law;  

• Using inappropriately large amounts of bandwidth – the wireless network is a shared resource 
with limited bandwidth and should not be considered a replacement for a wired network 
connection; 

• Using another’s login or password, or allowing others to use yours; 
• Using IT resources to harass, threaten, defame, vilify or discriminate against any group or 

person;  
• Accessing/preparing/storing/displaying or transmitting material that is obscene, pornographic or 

paedophilic; is discriminatory or vilificatory; that promotes illegal acts; that advocates violence; 
is offensive or potentially unlawful; that promotes/allows online gambling. 

Breaches of these Conditions of Use:  All activity on the wireless network is monitored.  Breach of these 
Conditions of Use will result in immediate loss or restriction of wireless network access.  Cases of serious, 
deliberate, and/or criminal breach will be referred to external authorities and may result in civil or criminal 
proceedings. 

The University reserves the right to limit access to its networks through University-owned or other 
computers and to remove or limit access to material and resources stored on University-owned computers 
(or accessed via the internet from within the University network). 


