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Abstract—The demand of video copy detection system is
growing rapidly, as the development of online video uploading
and sharing. In the past two decades, the research concentrates
on the video information extraction or feature building rather
than the fast searching strategy. However, as the number of
videos is growing, fast searching in video copy detection systems
has become a big issue. In this paper, we propose a novel fast
searching strategy for Inverted Index File (IIF) based video
copy detection system by using fingerprinting technology. The
proposed searching approach consists of two parts - fingerprint
matching and video fragment matching. To speed up the fin-
gerprint matching process, a table lookup operation is utilized
that rely on the counting of matched sub-fingerprints instead
of Hamming Distance metric. For video fragment matching, all
fingerprint candidate is used to propose more than one matched
video candidate with a different similarity score. The proposed
fast searching strategy is tested on experimental content-based
video copy detection system with different fingerprinting meth-
ods, distortion types and video database scale. Experimental
results show that the proposed searching approach achieve high
accuracy, and is around 10 times faster compared with the
conventional IIF method. Moreover, with database upscaling,
the searching rate of the proposed approach is faster than
the conventional IIF methods that further make it a potential
candidate to be used in large-scale video copy detection systems.

I. INTRODUCTION

With the rapid advancement in Internet and mobile devices

(especially for smartphones), the video capturing, processing,

storage, and sharing has become much easier and cheaper.

There is a plethora of streaming websites, like YouTube,

Facebook, and iQIYI in China that provide video uploading

and sharing services to millions of users. These websites have

billions of video resources, and the number of active users

sharing and watching these resources has been progressively

increasing. Due to the availability of these massive video

resources, a problem has been emerged and become a critical

challenge for video professionals - Video copyright protection.

To tackle this problem, video copy detection techniques are

always required to determine whether one video is a copy

of another video. This kind of technique can also be used

to video content tracing, video content retrieval, and video

propagation analysis. In this paper, we follow [1] to define

the copied video, “The copied video is close to the original

video but different in file formats, compression parameters,

photometric variation, editing operations, different lengths, and

frames adding or losing.”

The content-based and the watermark-based copy detection

are two popular methods for video copy detection. Content-

based video Copy Detection (CBCD) systems utilize the

contents of a video, which is more efficient and compatible as

compared to systems based on watermarking [2]–[4]. Thus, in

this paper, we only discuss the CBCD system. In general, the

CBCD systems consists of two parts. The first part consists of

a system for extracting features of a video and the latter part is

designed for searching the matched video in a large data space.

Video fingerprinting is a common technique for extracting

features of a video in CBCD systems. It uses a long binary

string or a sequence of binary strings to represent the video

[5]–[12]. The binary string is a compatible data structure,

which can be easily applied on the different platform. In this

paper, we choose video fingerprinting as the feature extraction

method in the first part of CBCD system.

Although most of research work focused on CBCD systems,

there have been very little work avilable on the searching

strategy for CBCD systems. The Inverted Index File (IIF) is

a commonly used data format for building the binary strings

searching algorithm. Following the original IIF based design

[5], [10], [13]–[15], a binary string (fingerprint) is converted

into a decimal number as a hash key in the Look-Up Table,

and the information about the fingerprint is stored in the bucket

that is pointed by the corresponding hash key. One advantage

of IIF based algorithm is that the computation complexity of

locating the position of a certain fingerprint is O(1). While it

is desired in most of the systems, the drawback is that this

basic algorithm can only locate the same fingerprint without

any bit error. It is impossible to generate the same fingerprint

of the original video and for a copied video with a little bit

distortions. Because of this, many attempts concentrate on the
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Fig. 1. The framework of video copy detection system

IIF based similarity searching. Hamming Distance (HD) is

a well-known measure of similarity which is applied to the

original IIF based design. However, the HD calculation is not

efficient and accurate. Thus, it needs extra operations to lower

down the computational load. Esmaeili M.M et al. [10] use

cluster-based approach and Kulis B. et al. [16] use kernelized

approach to reducing the HD calculation times. In these type

of methods, the data should be grouped into several chunks at

the pre-processing stage. At the searching stage, the query’s

fingerprint for a corresponding group is found firstly, and then,

the similarity measurement is applied to the candidates of that

group. The number of candidates in a group can be much

smaller than the number of candidates in the whole database,

so the times of similarity measurement has been reduced.

However, this type of method depends on the data distribution.

If the data cannot be divided into groups well, the accuracy

decreases a lot and the searching time for the different group

is unstable. Some groups may contain a large number of

memeber, which leads to a long searching time. Moreover,

cluster-based approaches are not suitable for adding new

videos which leads to an unbalanced problem. There are other

works concentrated on enhancing the searching algorithm. Hao

et al. [17] design the beacon guided search (BGS), which

only consider the candidates with high occurrence rate to

lowering the number of candidates. However, the accuracy of

this method is not acceptable, because the fingerprints with

low occurrence rate can be significant. Haitsma et al. [18]

define the “weak bits” which are the bits that can be easily

influenced by the noise or distortion and generate a list of

the most probable alternative fingerprints as candidates for

one fingerprint. However, it is hard to define the “weak bits”

which is determined by the fingerprinting algorithm and the

distortion type. Esmaeili M.M. et al. [19] use pseudo sub-

fingerprint with the different number of error bit to search

the matching candidates and give the candidates with “0” bit

error the highest weights, the candidates with “1” bit error

the second highest weights, and so on. This method can get

rid of the similarity measurement, however, when the length

of a fingerprint is long and the number of bit error is large,

the number of pseudo sub-fingerprints will increase too much.

For example, the 9-bit sub-fingerprint with 3-bits error means(
9
3

)
= 84 pseudo sub-fingerprints.

The main contribution of this paper is that we introduce

the number of matched sub-fingerprint candidates to lower

down the computation cost caused by the HD calculation,

which can achieve faster searching in CBCD system. The other

advantage of our algorithm is that it can find more than one

candidate with the different similarity score to further increase

the accuracy of the video copy detection. The remainder of

this paper is organized as follow. Section II introduces the

basic structure of the whole system and our proposed searching

algorithm. Section III is the experimental setting and results.

The last section mainly talks about the conclusion and further

work.

II. METHODOLOGY

The framework of the proposed approach is illustrated in

Figure 1. The video pre-processing part includes frame rate

changing and frame size changing to make the system suitable

for the various frame rate and size, and the TIRI frame [20]

generation is used to get the tempo information among video

frames. The fingerprinting generation part is used to extract

the features of an input video and to build the fingerprint.

The video which will be added to the database and the query

video use the same technique in these two parts. For the video

which is added in the database, the fingerprints are used as

the hash key to locate the bucket. The video ID and the frame

index is stored as the hash value. For the query, the fingerprint

sequences are used to find the matched video.

In this section, the proposed Inverted Index File (IIF) based

searching strategy will be introduced. The conventional IIF
based searching strategies [10] mainly depend on the Ham-

ming Distance (HD) that is used to be a measure of similarity.

For binary strings (fingerprints), HD is equal to the number

of “1” (population count) in “XOR” operation between two

strings. For one fingerprint pair, if HD is lower than a certain

threshold, they are considered as the matched fingerprint pair.

This process is the same in the video segment similarity

measurement but with a different threshold. To use the single

scale threshold, the Normalized Hamming Distance (NHD) is

used, which is based onNHD = HD/l, where the HD is the

hamming distance and the l is the total length of the binary

strings. NHD is a good tool to represent the similarity among

binary strings, however, it is time-consuming and its flexibility

is low in video copy detection. To find the matched fingerprint

or the matched video segments in a large video database, the

conventional searching strategies use many HD calculations.

Using “XOR” and “counting” operations too many times lower
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Fig. 2. Basic operations of fingerprint matching step in proposed searching method using nth fingerprint in query as an example. The operation applied on
each query’s fingerprint is the same and independent. Splitting: the fingerprint will be split into M nonoverlapping sub-fingerprints. Searching: finding the
matched sub-fingerprints’ candidates from the corresponding LUT of each sub-fingerprint. Each candidate is represented by the Hash Value (HV). Grouping:
putting the candidates with the same HV together, which come from the same fingerprint in video database. Counting & Thresholding: calculating the
number of sub-fingerprint of each group and deleting the group whose number of candidates is not larger than the threshold (Nsf ). The remained HVs are
considered as the fingerprint candidates.

the efficiency of these systems. The conventional method can

get a matched result quickly only when a matched candidate

can be found for that query. However, this raises a new

problem: the searching process is slow when the query is not

in the video database because the system will go through all

fingerprints’ sub-fingerprints’ candidates.

The method proposed in this paper consists of two steps:

fingerprint matching and video segment matching. We have

found that many of the HD computations can be avoided if

the number of equal sub-fingerprints between fingerprints is

considered in the fingerprint matching step. As in the IIF
based data structure, the computation complexity for finding

a sub-fingerprint’s candidates is O(1). A lot of computations

will be saved if the system only counts the number of sub-

fingerprint’s candidates rather than calculating the HD for all

of them. The proposed method assumes that “The probability
for two fingerprints, to be considered as, matched is high
if they have many same sub-fingerprints”. This assumption

is the same with the NHD case. The only change is that

changing the number of “1” bit for binary strings to the

number of equal sub-fingerprint. In the fingerprint matching

step, therefore, we only consider the fingerprints with the

number of equal sub-fingerprints above a pre-defined threshold

(Nsf ) as the matched fingerprint. As this step can dramatically

decrease the number of fingerprint candidates, in the next step

(video fragment matching), we still use NHD to represent

the similarity among query and video segment candidates.

Following is the details of these two steps.

A. Fingerprint Matching

If candidates of all sub-fingerprints in one Query’s finger-

print are considered, the number of candidates becomes too

large for a particular system. The conventional IIF methods

deal with all these candidates when the system cannot find

a matching result, which makes the searching time quite

long and it increases nonlinearly as the scale of the database

increasing. We found that if the number of matched sub-

fingerprint’s candidates has been introduced and a certain

threshold (Nsf ) is used to filter out a bunch of candidates,

a lot of computation can be saved. Figure 2 is the illustration

of this process. After pre-processing, the query video has been

converted to a sequence of fingerprints. The following oper-

ations applied on each fingerprint is equal and independent,

so the nth fingerprint has been chosen as an example. Firstly,

the fingerprint is split into M nonoverlapping sub-fingerprints.

Each sub-fingerprint is equal in length and non-overlaping.

Secondly, using each sub-fingerprint as a hash key to find

their candidates from the corresponding Look Up Table (LUT).

Normally, the number of LUT is equal to the number of sub-

fingerprint and all the data in one bucket can be found using

LUT. After this step, all sub-fingerprints’ candidates are found.

All candidates are represented by Hash Value (HV i
m) which

means the ith candidate of the mth sub-fingerprint. As the LUT
is an efficient binary searching strategy, the computational cost

of this step is O(1). Thirdly, the candidates with the same HV
are put together. Since each LUT is linked to a certain sub-

fingerprint, therefore the candidates in this step follow this

rule:

HV i
m �= HV j

m, i �= j, ∀m ∈ [1,M ] (1)

It means that any two candidates belong to one sub-

fingerprint cannot have the same HV, while the two candidates

come from different sub-fingerprints can have equal HV and

these two sub-fingerprints’ candidates are considered as com-

ing from the same fingerprint in the video database. Fourthly,

how many candidates of each HV should be counted. The

last step is thresholding. The HV with the number of sub-

fingerprints’ candidates less than a certain threshold (Nsf )

should be deleted. In practice, most of HVs will be deleted

and only a small number of the HVs (fingerprint candidates)

remained.

B. Video Fragment Matching

The second step is the video fragment matching, which

uses the results of fingerprint matching step (fingerprint can-

didates). Each fingerprint candidate is a unique Hash Value,

which contains two types of information (Video ID (VID)

and Video Frame Index (VFI)). The “VID” points to the

video which is corresponding to the fingerprint candidate. The
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Fig. 3. Basic operations in video fragment matching step using jth fingerprint
candidates as an example.

“VFI” represents the location of the corresponding fingerprint

candidate in the video. This step is similar to the conventional

IIF based searching strategy, while the main difference is

that the system considers all fingerprint candidates rather than

stopping when one matching result is found. This provides

an advantage that the system can found more than one video

matching candidates to improve the possibility of correct

detection. Figure 3 shows the basic operations of this step

using a fingerprint candidate as an example and the operations

applied on other candidates are the same. For this fingerprint

candidate, which is the jth fingerprint’s candidate of the

query. The VID of this candidate can locate the corresponding

video candidate and the VFI can locate the matching video

fragment in this video. After localization, the NHD between

the candidate of video fragment’s fingerprint and the query’s

fingerprint can be obtained. Thus, one fingerprint candidate

can get one corresponding NHD value. Finally, the candidate

with the smallest NHD value, and if that value is smaller than

the threshold (Tv), is considered as the matching result. If the

smallest HD value is still larger than the Tv , the result is “Not

in database”.

III. EXPERIMENTAL SETTING AND RESULTS

Both the conventional method and the proposed method

should be applied on the CBCD system with fingerprint, so

the searching strategy with different fingerprinting methods

have been implemented and compared. We try three different

fingerprinting methods which include aHash [11], pHash [12],

and DCT-2ac Hash [10]. To simulate the real case when the

video is transmitting, storing, and displaying, we add four

common types of distortion (Table I), which include noise,

compression loss, brightness changing, and the combination of

those types of distortions. In addition, the well-known video

database, TRECVID 2011 [21], is used to generate the video

database. We download the videos from Internet which include

movie/TV series fragments, MV fragments, and advertisement

fragments, to build the queries which are outside the database.

A. Accuracy and Searching Time Comparison

In this subsection, we evaluate the performance of the

searching strategy in terms of accuracy and searching speed.

We build a 500 videos database with a total length of

14.95 hours. The 500 videos are randomly selected from

TABLE I
TYPES OF VIDEO DISTORTION AND THEIR CORRESPONDING PARAMETERS

Types of Distortion Descriptions
Original Without any distortion
Gaussian Noise Mean = 0; Variance = 0.01
JPEG Compression JPEG compression with 50% Quality
Illuminance change Illuminance change -25%
Combination Combine above all

the TRECVID 2011 video database. For the queries inside

the database, we choose 90 videos randomly from the 500

videos database and cut them into clip with fixed length (30s).

For the queries which are outside the database, we build 37

queries with 30s length from the videos we download from the

Internet. Table II, Table III and Table IV shows the results with

“aHash”, “pHash”, and “DCT-2ac Hash”, specifically. The F-

score (Fβ) [22] is designed for binary classification which

is suitable for copy detection system, which is calculated by

the function (2), (3), and (4). F-score gives Precision and

Recall different weights, which makes F-score flexible for the

different situation. The higher F-score means higher accuracy

with 1 is the best and 0 is the worst. The searching time is the

average searching time which is calculated by function (5),

where the NQ is the total number of queries and the STi is

the Searching Time of ith query.

Fβ = (1 + β2)
precision× recall

β2precision+ recall
(2)

precision =
true positive

true positive+ false positive
(3)

recall =
true positive

true positive+ false negative
(4)

Searching T ime =

∑N
i=1 STi

NQ
(5)

The results show that the proposed searching method can

perform slightly better accuracy for three different fingerprint-

ing methods and the proposed searching method can get 10

times faster searching than the conventional IIF searching

method. During the experiments, we choose the fixed system

setting (M = 12, Nf = 7, and TV = 16%) for different

fingerprinting methods. Each fingerprint will be divided into

12 sub-fingerprints and the fingerprint candidates with more

than 7 matched sub-fingerprints can be considered as the

matched fingerprint. At last, the video segment with NHD
lower than TV = 16% can be considered as the final

matching results. For the data we used, this setting can get

good performance in searching time and accuracy. During the

experiments, we also found that the larger M cause higher

accuracy but the searching time is longer. The lower Nf can

get higher accuracy but the searching time is also longer. These

are caused by the number of subfingerprint candidates depend

on these two settings. More candidates lead to higher accuracy

but longer processing time. From the results, the “aHash”

group can get the most accuracy detection while the searching
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Fig. 4. Searching Time incresing with the video database increasing.

TABLE II
PERFORMANCE EVALUATION RESULTS WITH DIFFERENT DISTORTION

(AHASH)

Conventional IIF method Proposed method
Distortion F-score Time (s) F-score Time (s)
Original 0.995 9.624 0.995 1.222
Gaussian 0.973 10.041 0.991 1.081

JPEG 0.995 9.264 0.995 1.125
Illuminance 0.995 9.436 0.995 1.158

Combination 0.970 9.560 0.988 1.036

speed is slower than the other two fingerprint methods. The

reason of this is the “aHash” cannot provide a smooth hash

key distribution, which introduces more fingerprint candidates.

The second step of searching needs more time to deal with

all candidates. However, more candidates lead to the higher

possibility of finding the right detection.

B. Different Video Database Scale

In this subsection, six different scale video databases (the

lengths are 14.95h, 17.91h, 20.71h, 23.6h, 26.67h, and 29h,

specifically) are used to evaluate the searching time changing

with the increasing of video database scale. It is really hard

to simulate the real database scale because it is too large and

powerful equipment is needed. However, whether a system can

handle the large data scale can be proved through observing

the searching time increasing trend with the increasing of

data scale. The Figure 4 is the line chart of the search-

ing time changing comparison with “aHash”, “pHash”, and

“DCT-2acHash”. It is obviously that the increasing rate of

proposed method is smaller than the conventional searching

algorithm. Moreover, the “pHash” fingerprinting method with

the proposed searching method has the best performance in

this case. The increasing rate is the smallest among these

three fingerprinting methods. These results indicate that as the

video database going to large, the proposed searching method

is more suitable with the large video database.

IV. CONCLUSION

In this paper, we proposed a novel IIF based searching

method which is used for the CBCD system. The proposed

method contains two steps fingerprint matching and video

TABLE III
PERFORMANCE EVALUATION RESULTS WITH DIFFERENT DISTORTION

(PHASH)

Conventional IIF method Proposed method
Distortion F-score Time (s) F-score Time (s)
Original 0.995 1.223 0.995 0.167
Gaussian 0.988 1.145 0.988 0.120

JPEG 0.993 1.189 0.993 0.158
Illuminance 0.995 1.206 0.995 0.174
Combination 0.986 1.192 0.986 0.117

TABLE IV
PERFORMANCE EVALUATION RESULTS WITH DIFFERENT DISTORTION

(DCT-2ACHASH)

Conventional IIF method Proposed method
Distortion F-score Time (s) F-score Time (s)
Original 0.988 0.451 0.988 0.082
Gaussian 0.976 0.526 0.976 0.062

JPEG 0.978 0.549 0.978 0.078
Illuminance 0.983 0.554 0.983 0.081
Combination 0.970 0.503 0.970 0.061

fragment matching. We introduce the number of matched sub-

fingerprint to replace the measure of similarity in the first

step, which can achieve the faster fingerprint matching. In the

second step, the system considers all fingerprint candidates,

which are the results of the first step, to finding the video

fragments of each fingerprint candidate, rather than stopping

at one matched result. This makes the proposed method can

found more than one matched results. The proposed searching

method is around 10 times faster than the conventional one

with the same accuracy. Furthermore, the experimental results

show that the proposed method is more suitable for the large-

scale video database. In the future, the NHD calculation at the

video fragment matching also can be replaced. The searching

speed can be further increased.
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